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ARQIT Disclaimer (2/2)
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c CENTRICUS
Business at a glance Well defined acquisition criteria
Cenfricus Acquisition Corporation (NASDAC: CENHLU) is a Nasdag-

listed blank check company lad by former executives at Silvierssa ‘/ } Defensible market position in large f growing markets
Cruises and Ceniricus

This entity was formed by Centricus and Heritage Group:

Monaco-based private equity group with a cone focus f
m expentise on travel and lelsure, technology as well as
medical { BioTech companies

Compelling upside unlocked through their operational

expertise

London-based global investment firm, oversesing $30bn of
c cewrmicus  assels and targeting returns in fowr core seclors: Financlal
services, Technodogy, Infrastructers and CMES!T

‘/) Forefront of shifting technological and consumer
landscapes

In February 2021, the company priced an upsized IPO worth 5345m by / Ranging
cifering 34.5m units at $10.00 per unit :

Highly experienced management

Manfredi Lefebvre d'Ovidio m g Cristina Levis @s,wfmm £ Buchserse
Chairman SNVERSEA St & Keai CFL, LD, Secretary At e Kiest

Chaimman of Hertage Group, and also Executive Chairman from 2001 1o 2020 Appointed CIO of Herftage Group i 2019, sarving a5 the Managing Diractar
for Silversea Cruises, expanding the company from a cruise line with three of Silversea Expaditicns, Vice Chairman of karcrombie & Kent. and
wessals fo covering over 300 desbnations glebally Chairman of Bucksense

Garth Ritchie Nichalas Taylor ASHUIL T
CEC Ducabas bbb 4 Board of Directors EENEREE o
Cver 28 years of axparienca in banking and finance, most recently as the |ndapandant director with ARair Fartners Limibed since May 2018, From
Haad of Imvestment Bank for Deutscha Bank urtil July 2019, and member of Croteoer 1984 o June 2017, Nichalas Taylor sereed at Ashburton

the: Board from January 2018, Jeined Centicus in Juns 2020 Investments, iniially a5 Finance Directar before becaming CFC and GO0

* Conaumar, Macta, Erleriainmenl and Sporis Sevrcer Compenr ffmakon




Q Vision

ARQIT

Our mission is to use our world leading quantum encryption
platform to keep safe the data of our governments,

enterprises and citizens.

Arqit’s quantum tech stack allows lightweight end point software to create
encryption keys which are computationally secure, zero trust and one time in
infinite numbers and infinite group sizes. We already taking the software to

market at pace.

sar Problem: legacy encryption is obsolete

= PKI| was designed decades ago
= |t was never intended fo protect our hyper connected world

= |t has many vulnerabilities in its implementation for attackers to exploit

= Quantum computers will soon compromise the mathematics at the heart of PKI
= The world is being urged to create and adopt new protections

= The efforts to make PKI more resistant to quantum attack are temporary, and pose
grave problems in usability

“We need to determine where, why, and with what priority vulnerable public-key algorithms
will need to be replaced, and we need to understand the constraints that apply to specific use
cases. These initial steps in developing and implementing algorithm migration playbooks can

and should begin immediately.”

National Institute of Science and Technology, U.S. Department of Commerce, Apnl 28" 2021
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ARCIT  Solution: A new way to distribute symmetric encryption keys

Symmetric keys are the solution
Long random number cannot be broken by computers

Used with physical couriers for decades
Previously not possible to distribute them electronically with adequate security

Arqit transformational innovation

A completely new way to create and distribute unbreakable symmetric keys
1,435 patent claims filed

Simple to implement
The keys are used in a global standard algorithm that is already widely used called AES256

Suitable for hyper scale
Software, fulfilled from the cloud, automatically creates keys in infinite volumes at minimal cost,
Solves the problem for every connected device in the world

Transatlantic leadership in cloud encryption

David Williams
CEQ & Founder

Former CEQ & Co-Foundar, Avanki plc.
TMT Banker, Quesns Sward far Expons 2016

Dr Daniel Shiu
Chief Cryplographar

Farmear Hagd of Mathematics & Nataonal
Tachnical Authorty for Craptographic Dasign &
Cuantur Information Precessing, GOHOQ

Dr Taher Elgamal
{3/ Dirsctor, Argit Ltd

Inventor of S5L, Security CTO Sales
Force, Dperating Fanner, Evaluton
Equity Partnars

Dr Alisen Vincent
Adviser

Farmar Group G150, HSBGC & GTO, Cisco.
PRl Cryptography. Fellow Royal
Academy of Enginesing

David Bestwick
CTO & Founder

Formar CTO, Avanti ple. Marconi enginear,
Astrophysicist. Royal Asronaulical Society
mesdal winnes

Dr Geoffrey Taylor, CB
Co-Founder, Adviser

Formarty 22 Yiears a Main Board Director at
GCHO, PhD in Quantum Maolecular Dynamics

Gen Seve Wilson
Director, Argit Inc

Former four-star Vica Chisf of Staff
of the LIS Air Force, Ratred 2000

Dr Barry Childe
Chief Innovation officar

44 years’ expEience since winning the IBM
prize aged 13 specialising in High Perfarmanse
Comguting

4 ' Nick Pointon
i /CFO

Feemer CFO, Frivilar, Ex WF Financa,
Kirig Digital. KPMG ACA

Daryl Burns
Inventor, Consultant

Former Chief of Research and Innevalion,
ZCHD and the Depuly Chiel Scientific
Adyisor Tor Natienal Security

General VeraLlinn Jamiesen
Dirzctor, Argit Inc

Formes Deputy Chief of Stall for Inteligence,
Surveillance, Reconnaigsance, and Cybear
Effects Operations, LL5. Ak Farca

Paul Feenan
Chief Revenue Officar

Farmer Direclor, Jums Warld and Asanti
Gowarnment Services. Brilish Army Officar who
Ied e UR's Courler Tedronan Planning for
2012 Clymplc Games

Air Vice Marshal
Rocky Rochelle CB
Coo

A Wice Marshal RAF Capabdity, highly
decarated aviatar & mililary lsader

Sir lain Lobban
Adviser

Farmear Chief Exacutive, GCHQ

David Webb
Chief Engineer

Farmer Engineening Directar, MoAfee
UK Enterprise Data Praleclion

Stephen Holmes
Chief Product Officer

Foarnary of 18N ard Hewlett Packamnd, FhDin
Fast Quantum Cryplograghy
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aror What does the product do?

= Quantum satellites will put the roct source of symmetric key data
into glabal data centres to form the QuantumCloud™

= |n our network today, the role of satellites is emulated in data
centres, which is very secure. But, targeted for 2023, we intend
to launch two guantum satellites and for the network to become
fully quantum safe end to end

= Devices like phones, servers or cars want fo communicate
together

= They both send information about their own key to the
QuantumCloud™

* That information is transformed and returned to both
= The devices can now create a NEW shared symmetric key

= They use that key inside an AES256 algorithm to securely share
information over the internet

= These keys are computationally secure and can never be known
by a third party

Q

o What are Customers Saying ?

“Arqgit is paving the way in developing a new generation of quantum technologies that defend against sophisticated cyber-attacks on national
governments”.
- UK Government Minister for Science, Amanda Solloway MP

“ We are proud to be providing this technology to UK customers, which will bolster our industry-leading security capabilities.”
- Howard Watson, Chief Technology Officer of BT

"an opportunity to contribute enhancement of cyber security capabilities for the important benefit of Japanese governments, enterprises and
citizens.”
- Eiji Ishida, Executive Officer and General Manager, Sumitomo Corporation

“With the support of the Canadian government, we have been pleased to be associated with Argit's commercial mission ... which will further
the collective security goals of the ‘Five Eyes’ community of nations”.
Marina Mississian, Senior Director Honeywell

“Argit ... a key element of Leonardo’s strategy to establish and deliver next generation systems to our customers enabling effective and secure
multi-domain operations including in the cyber and space domains”.
- Norman Bone, Chair and Managing Director, Leonardo UK

"Leveraging our .5, expertise related to market access for guantum encryption technology has the potential to add significant value to our
customer solutions.”
Nick Chaffey, Chief Executive of Northrop Grumman UK, Europe and Middle East

*.. a ground-breaking approach to legal innovation that has given us an opportunity to shape the next generation of KYC and compliance
software.”

Dr Justin Hill, Partner at Dentons
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o A moat of 1,435 patent claims

Today Tech Stack 2023 Innovation

Argit solved the global vs trustless problem for satellite
QKD with ARQ19, a transformational guantum algorithm
Infrastructure Quantum information cannot be stolen. ARQ19 makes
its use feasible

With 2 small satellites, we will put identical sets of “root
source” keys into every data centre

QuantumCloud™ uses root source keys to mederate end
point “key creation process”

End point Keys are “One Time" - created in the moment

QuantumCloud™ of need, then discarded

End point software is = 200 lines of code so will run on
the smallest of devices

This "DSCC" process is itself a new class of
cryptography

End Point Softwara

Customer end points with QuantumCloud™
incorporated into their own applications

Q

wor ‘Commercial strategy - scalable business model

Product
+ Software is downloaded by customers and used automatically
+ Software AP calls for keys to be created when needed, which triggers billing

Distribution
+ Channel partners resell the service — strategy to get early traction
+ Any customer globally can buy direct and use in the cloud. A web fulfilled hyperscale strategy

Customers
= |nitial focus on Defence, Telecoms, Financial Services, Automation
+ Ultimately every global device is a target - smart phone, |oT sensor, car, plane, cloud machine.

Pricing
o + Service price based on metered API calls for key creation
R + Defence customers buy a private instance service for fixed price per annum

{.._,\ Cost structure and margin profile
» Low variable cost

+ Low capex — two satellites will deliver 2 quadrillion keys per annum
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ARQIT
$194.3bn

Arqit plays into every subsegment

m Security Senvices

m Otiver Information Security Softwans
m Hetwork Security Equipment

= Integrated Risk Management

Cloud Security

Large and growing information security and risk management market

m Consumer Securily Software

m Infrastructure Frofection
W dently Access Management
Data Security

m Application Security

Q

sror Material backlog and pipeline already secured

Framework contracts

Executed contracts Contracts for annual f Other business
for project or annual rECUrring revenueas fD;JUE::;ZLﬂﬁ:‘QEI:ﬁIE development
FECUFFNG FEvenues under negotlation g plpeline

advanced negotiation

-

verizon’
NORTHROP
Govemment GRUMMAM
al ik

Major payment
Gesa kv

DENTONS

~$1.1 billion

of backlog
and pipeline

Represents a very small proportion of the target market for the Platform-as-a-Service, but

provides a good start

Mone: Thiss projecsions and 1or IUSITTive purposes only and shoul not ba reked Upon a5 being nocossanty indicatie of AUtne resuks. Tenms for oNraces UNder NEgoation aro Subjctta MoSScaton o May not be fnalised. Eackiog and pipaing refects boh sxisting

o COmMmitTants, 35 sl 3% inthl reverus indicalians from potential customens-that have ral been comeaciually commiisd, ACial sales may diter malenially fram projecied vwohume.
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AROIT Monetisation

There are three different ways for customers to pay Arqit for the

QuantumCloud™ ;

=  Adistributor (like a national telco) sells to large enterprises and government

departments and pays Arqit net of its margin — operating now

= A defence customer buys a “private instance” from Arqit directly — operating now

* A SME buys in the cloud from Arqit directly — cloud fulfilment strategy for Q4 2021

Q

T Typical Customer 1 — The Master Distributor

Distributors deliver early go-to-market wins

= Distributors want early exclusive advantage

= We offer quasi territonal or sectoral exclusivity

= In return, a binding revenue commitment aver five years
= When they sell more than the minimum they pay more

= They are obliged to sell to sub-distributors

= We retain right to sell direct

Value proposition

* We publish a retail price

= The distributor pays 60% of retail

= Targeting a master distributor in each major target economy
Conclusions

= Two blue chips signed this deal already and have begun the distribution
process

*  Minimum revenue targets are not challenging
* Telcos will alse consume the QuantumCloud™ inside their own network
*  Material upside in this strategy

Typical Distributor Revenue Commitment
& End Customers Required to Fill It

:‘IIE:;T: # of Enterprise
Ravanua Gastorers
Commitment Rég:::rn:;”
(USE)
Year 1 S0.Fm 1.6
Yoar 2 E2.2m 5
Year 3 6 89m 14
Yeoard 313.1m 23
Year & £20.9m 34

Ssaumpticns
S pear Exndd Fioint pear Annem, Freerage Mumber of End Poinls: 1 26
A0 Wi obesale DEsoount

A typical Tier 2 telco will have
approximately 1 million enterprise &
public sector customers

Signing 34 enterprise customers in
5 years is a trivial <1% of a Tier 2
telco's typical customer base

Hate: This exampie bs for Busirofive pusposes only and showd not e relied upen as eing necessarly indicatiye of fuune results. Terms for coniracts under negotiation ave subject to modBication or may not ke finalised. Actual sales may diter malenally from projecied

woiume.




ARQIT

Typical Customer 2 — Federated Quantum System

Identifying major revenue sources early on

MIWE  GPIHEH WIRHARS

Governments ally for federated quantum encryption satellite
netwark

Defence users are early adopters
There is currently MO COMPETITOR to match Argit
Governments WANT the Arqit tech
EUT they want a privale instance
# They want to control physical security of infra from kinetic attack
Sowe created FQS which gives them all that PLUS more
A turnkey platform including satellite, optical ground receivers, QuantumCloud ™
software
Commissioning support and training and 2nd line support
Interoperability with and back up from other allied FQIS customers

One FQS private instance is expected to deliver minimum $19m net revenue per annum
Revenues scale as usage requires more satellites

We initially target 30 NATO allied countries

hche: This eampie ks far Busiratve purpoees only and shaufd not be relled upen = being necessanly indicathes of futur results. Terms dor contracts under negotiation ave subject to modficaton or may notbe finalized. Aciual sales may difter malerially from projecied 17

woiume.

Q

AROIT

Typical Customer 3 — Cloud Delivered Enterprise

Scaling the business through global SME adoption

Initial marketing focussed on MDAs and Government

The Cloud delivered version of QuanutmCloud™ will be launched in
2022, meaning:

= Customer validation done on line

= Contract signature and payment online

= All software and support delivered online

Entry level services for paired devices and low key refresh rate can
be as little as $25 per month

Pricing is determined by a three
dimensional grid

As devices connect to more devices,
network size grows and key refresh rate
increases.

The network effect takes revenue per
customer up at an equivalent rate

hche: This eampie ks far Busiratve purpoees only and shaufd not be relled upen = being necessanly indicathes of futur results. Terms dor contracts under negotiation ave subject to modficaton or may notbe finalized. Aciual sales may difter malerially from projecied )

woiume.
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ARQIT . . . .
Since the Business Combination Agreement Announcement:

Product
QuantumCloud™ release version 1.0 has been launched live to customers
New quantum safe energy efficiant blockchain product announced
Mew self sovereign identity product announced

Patents
Filed claims increased 30% to 1,435 (1,098)

New Customer Contracts Announced
MNorthrop Grumman, Leonardo, Honeywell, Dentons

Financial and Transaction Overview




Dac-YE, £m

QuantumCloud T 4 16 148 400 £60
Project revenues 11 16 5 2
Total revenus 14 ET 183 a0z 660
% growth 125% 371% 163% F4%
Tolal COGS 15] 15 {13} (23} (51}
Gross profit ;
% marngin B6% 7= 1% 4% L
[-) R&D expense 141 151 {21} (28} (37}
(=) Sales & Marketing expense (] [41 122} (EEH] 173}
(-] G&A expense (] 171 {15} (18} (22
EBITDA 1] 3 a2 288 437
% rmargin (3554 3% 534 Fre 7%
(-} CapExiar 126} 124} {21} 11) 1
(-} Change in NWGC 7 - - -
(=) Tax expense - - - (G} [111)
uFCF {25) (P41} B0 223 357
% reverse nfm nfm 0% 55% SE%
% cash conversion i i 7a% ] %
21
Q H 4 -
oy Defining the peer group for Argit
High growth

Sy CROWDSTRIKE

= |Frog

e ancwfiake

CLOUDFLARE

ADATADOG

Recent SPAC transactions

v First movars in new

i |

categories ST |

¥ Similar high growth /A asTra| /
profile BLACK SKY = _y

~chargepgint: % -

X Capital intensive LT T >./
s
"‘\.

unlike Argit

% Not as profitable in
near term as Argit

~_ /AAXON |

security and infrastructure

v Disruptive platform and
technology

v Similar growth profile

X Do not own a combination
of critical infrastructure and
end point security as Argit

Government tech

| \Q Palantir | v similar end customers i e.
. \ |

govarnment
X Higher proportion of

y hardware (for AXON)

Established security

v Security software end market

¥ Mature / relatively low growth




ARQIT

Highly Attractive Investment Case

Product solves an existential threat to the entire digital World
Argit can stop the cyber attacks crippling infrastructure and services

Product LIVE and for sale today
QuantumCloud™ V1.0 released July

Strong customer base

5130m in contracts already from blue chip enterprise and government customers and $1.1bn+ pipeline

Hyperscale revenue Growth

A cloud delivered model allows vast TAM to be penetrated quickly

Globally unigue and highly protected technology

Arqit is four years ahead of RoW, with a Patent Moat of 1435 patent claims

World leading management team

Vast experience of leadership in Tech, Defence and Intelligence

High EBITDA margins

Minimal operating expenses and operational leverage expected to result in c.70% margins

23

Q

AROIT

Detailed transaction overview

Sources & Uses

c CENTRICUS

Pro Forma Capitalization

(% in millions)

I'Eoiiliz:g?;;&l:ysha reholders. 5900 e
SPAC Cash in Trust 345 25%
Additional PIPE Equity T 5%
Founder Shares rollover equity a6 8%
Total Sources $1,402 100%
Uses Amount %
3:::;?;;5;1[; hareholders 5900 84%
Cash to Balance Sheet 378 27%
Founder Shares rollover equity a6 6%
Fees and expenses'® 40 3%
Total Uses 1,402 100%

(% in millions, excapt share price)

Proforma Valuation

PF shares oultstanding (millions) 140.2
Share Price $10.00
PF Equity Value $1,402
(-) Assumed PF Met Cash 376
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Q Arqit benchmarks well against peers across all financial metrics
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Aarorr Transaction represents an attractive valuation to peers
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John Yi (00:00:17):
(Silence)

John Yi (00:00:25):

All right. Hello everyone. Thank you very much for joining us today for the Arqit and Centricus Public Investor and Analyst day. My name is John Yi and I'm one of the IR
advisors for Arqit. With me today are Arqit CEO, David Williams, Arqit CFO, Nick Pointon and Centricus CEO, Garth Richie. The format today will be a presentation by David
Williams, followed by a Q and A session. To submit a question, please use the chat function on your Zoom platform, and we'll do our best to answer your questions following
the conclusion of the presentation. With that said, I'll now turn it over to Garth, CEO of Centricus. Garth.



Garth Richie (00:01:02):

Thanks, John. Um, good day, everybody as advertised, I'm Garth Richie and Chief Executives of Centricus Acquisition Corp. On behalf of our board and our chairman
Manfredi Lefebvre, we are delighted to bring, um, the business combination, which we are presenting to you today, which is Arqit. Um, the founder and CEO David will talk to
you in a second. I would just say to you that we are, um, have $345 million in trust. Um, we have already had our record date and we expect the AGM to be the last day of the
month, the 31st of August. Um, we are currently trading in the market. Uh, we have reasonably good liquidity, we're trading just in and around the bond flow or the trust value.

Garth Richie (00:01:47):

We are incredibly excited about this company. We're committed to the company. We've done a serious amount of due diligence, both on the technology, on the cu- customer
contracts and on the competence of management. Um, and we feel that we have been, um, unanimous in our recommendation that, uh, to our shareholders, that they should
endorse this transaction. So without further ado, over to the CEO and founder, David Williams.

David Williams (00:02:13):

Thank you, Garth. And hello everyone. Thank you so much for joining us today. Arqit's mission is to use its world-leading quantum encryption platform to keep safe the data of
our governments, enterprises and citizens. In the five years of invention since the company was created, we've built a tech stack, which has some very complicated uh, quantum
technology in the background. Uh, but which creates an incredibly simple product, just a lightweight software agent, which is downloadable onto any form of end point device
or cloud machine. And it allows that device to create encryption keys, which are three important things that's computationally secure, which means it can't be broken by any
form of future computer.

David Williams (00:03:06):

Zero trust, which means that no other device ever knew the key, and one time, which means the key never existed until the moment it's created. It's used once and then thrown
away. We can create those keys in infinite numbers and infinite group sizes. Now the combination of computationally secure zero trust and one time, that Trinity of features is
the holy grail of cybersecurity. There has never been another company that's able to create such encryption keys and to do it at such scale product. The product is live with
customers today. We're already taking the software to market. We're doing it at pace and at the consummation of this business combination agreement with Garth and his team,
we expect to be able to greatly accelerate our customer traction. Today I'm gonna talk to you a little bit about the technology. Um, I love talking about the tech, but I'm not
gonna do a deep dive today. If there is anybody on the call who loves the tech and wants to know a lot more about it, we should have some time afterwards, but I'm also very
happy, I and my, my team are happy to spend time with institutional investors that want to do a deep dive on tech. But today I wanna focus on the commercial traction and
particularly to explain how that traction has accelerated since we announced the business combination agreement up to the point where we actually launched live service last
month.
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David Williams (00:04:38):

Thanks Nick. So, the problem statement, we all know that public key encryption was never designed to protect a hyper-connected world. The cyber-attacks that we're seeing
every day now arise because the encryption that we use was invented many decades ago and it's done a great job, but it wasn't designed to do what we're all asking it to do today.
Our governments appreciates that most acutely, the American government has urged us all to find new solutions. The solutions that the world has been looking for have not
proven to be compelling. Nick.

David Williams (00:05:19):

So Arqit has the solution. It's to be found in a thing called a symmetric key. Um, unlike public key cryptography, there's no maths involved in symmetric keys. Uh, symmetric
keys are just random numbers. And so, computers have got no ability to reverse engineer these keys. They've never been capable of distributing at scale. Mainly they've been
used by our governments and banks, uh, distributed using human courier. There's never been a provably secure way to distribute these keys at scale, but because such keys have
been used for decades, they're already baked into the world software networking systems. There's an algorithm called AES 256, which is universally held to be unbreakable.
And that is already standardized in virtually all of the world's software systems.

David Williams (00:06:10):

So Arqit's innovation is in creating a method for distributing or creating unbreakable symmetric encryption keys at scale, once the keys are created, they just slot into the existing
software system. So Arqit's solution does not request the world to make fundamental changes to its hardware and software. Nick. Um, you'll be, uh, interested perhaps to do a
deeper dive into the people. I just wanted to say that Arqit was co-founded, uh, with a group of four former directors of GCHQ Britain Signals Intelligence Agency, along with

a cohort of great American cryptographers from the private sector and the American defense establishment. This is without doubt in our view, the greatest team of
cryptographers uh, ever assembled for any startup company. The innovation behind our product is in two areas. Firstly, we use some very complex quantum encryption systems
using satellites. What they do is put an identical set of unbreakable symmetric encryption keys into every data center in the world. The ability to do that in a secure and scalable
way is unique to Arqit. Once those keys are there, a brand new crypto mathematical software system invented by Arqit is able to borrow elements of those keys from the cloud
and use them as ingredients in making brand new keys locally.

David Williams (00:07:56):

So these keys are never existing somewhere else. They're made locally on the devices when they're needed. Those devices can be IOT sensors, phones or F-35 fighter jets. It
doesn't matter. It's the same lightware software agent, regardless of the application. And that's ultimately what makes Arqit potentially a hyper scaling business. It's a cloud
delivered piece of software that is universal to every single application. Nick.
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David Williams (00:08:29):

It helps in credentialing the technology, I think for our investors to be able to see what the leaders of customers and governments and blue chip organizations are actually saying
about us in public. So whether it's ministers of the British government, chief technology officers at companies like British Telecom, Sumitomo of Japan, Honeywell, Leonardo
in the UK, Northrop Grumman in America, these great companies have embraced our technology, signed contracts, bought the system and declared in public that this technology
is extremely important.

David Williams (00:09:04):

In our opinion, Arqit's technology is the most important cybersecurity technology of its era, and the growing cohort of large scale government and co- and commercial
organizations agree with us. that technology is protected by a very deep and wide patent modes. Um, we have over 1,400 patient claims filed. We deliberately remained very
quiet about our technology for the four and a half years of invention. Uh, since the very beginning, we knew that we had solved some really fundamental problems for mankind,



and we knew that if we were going to exploit that properly, we have to protect it with patent filings.

David Williams (00:09:48):

So we spent an enormous amount of time, effort and treasure on uh, making patent filings. And we believe that the very complicated family of patents that we've created will
allow us to maintain our lead to market. All of our intelligence tells us that our lead to market currently is four years. We believe that our technology is at least four years ahead
of any other organization in the world. And we think that the patent moat buys us enough time to protect that advantage so that we can build our revenues to the point where it's
the revenues that will protect this company. I'll move on from this slide and go to the, uh, this pipeline slide. Um, we started selling only in the middle of last year and already to
the point of the business combination announcement in May, we built a backlog of potential revenues of $1.1 billion. And we did that with just two salespeople, one of which is
me. The backlog, or rather the pipeline also includes a backlog of $130 million of binding revenue contracts. So these are contracts where the revenues will definitely be
delivered. So we've, we've been able to generate a really quite impressive backlog of revenues with a very small amount of sales and marketing.

David Williams (00:11:15):
As you would imagine, through the process of announcing the stack and promoting it, we've come to much broader attention. And the credentialing effect of the stack I believe
has accelerated our sales cycle. So when I next report this number to you in the next regulated reporting moment, you might reasonably expect those numbers to have risen.

David Williams (00:11:40):

So I want to dwell on customers. Uh, the technology is important, but this is how I generate a superior return for our investors. We focus to begin with on a cohort of customers
in four broad areas. Ultimately, this is a cloud delivered product, which is available to all and every, uh, sensible, accredited customer in the world. But we focused our early
efforts on these four sectors. in telecommunications, British Telecom has been a pioneer in the creation of internet technologies. It invented the hyperlink. It's been at the heart
of the uh, most important innovations in the history of the internet.
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David Williams (00:12:24):

Um, but of course, as the provider of national security telecoms networking, not only to the British, but also to be American and other governments around the world, it's a very
cautious technology company, but BT has been a foundational partner for Arqit since the beginning. And earlier this year, it's signed a multi-year multi tens of millions of
pounds contract to buy our technology and to take it to market. And I'm very proud that Howard Watson, its chief technology officer, has put his weight fully behind Arqit in
public, through quotes that you've seen in press releases.

David Williams (00:13:01):

We're doing some great work with Verizon in the United States, who are a pioneer in thinking about quantum technologies. And we're particularly focusing on 5G, and we have
an interesting developing relationship with Juniper. We believe it's important that Arqit's technology is baked into the equipment of the world's most important vendors. In fact,
you'll see some other logos joining that vendor group quite soon. Defense has been very important to us. The UK government has also been a foundational customer since the
beginning, but we made a very big breakthrough in Japan last year with again, a multi-year multi tens of million pound contract with Sumitomo Corporation, one of the most
important defense integrators in Japan.

David Williams (00:13:47):

Sumitomo are selling our technology not only to the Japanese government, but now also into the telecoms market. It was very important for us to bring an American defense
systems integrator into the customer group very early and Northrop Grumman, uh, I'm delighted to say, did embrace the technology very early and are becoming a very
interesting partner. You will see more development from us, uh, in the, uh, area of securing the future battle space. Um, we've found that our technology is regarded as of
fundamental importance to a concept, which I'd like you all to be aware of called Joint All-Domain Command and Control.

David Williams (00:14:31):

This phrase describes how the American military thinks of its data challenges of the future. How does every single piece of equipment get to receive the right information at the
right time with the right level of classification? How do we change those information sharing groups? How do we manage information sharing between companies, and
divisions, and branches and nations? This is an incredibly complex multidimensional task, and of fundamental importance to our ability to have machine to machine
communications on the future battle space.

David Williams (00:15:12):

1 think it's important to note, uh, that general Wilson, um, who honored us with his presence on our board, formally the four-star vice chief of the United States Air Force,
observed in public, that Arqit has solved the cybersecurity layer problem within Joint All-Domain Command and Control. You should not underestimate the importance of that
statement. We believe it will translate into very significant projects in the near future. And we are working now with a very important consortium of companies towards the
ambition of seeing Arqit's technology integrated into the future of secure communications for our military customers. Please keep a close eye out for further announcements on
that subject.
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David Williams (00:15:57):

In financial services, uh, we're already working with at least one major payment network and with Dentons, which are the largest law firm in the world. We're building a system
which we think is the future of identity. People and machines have great difficulty proving their identity. proving your identity whilst protecting your privacy is one of the
greatest problems of our era. How do I stop my data from being leaked in a data breach? How do I stop unfavorable actors from accessing my private information when they
have no right to do so? Balancing these two things is one of the most important aspects of what Arqit has to bring to the world.

David Williams (00:16:39):

Dentons as the largest law firm in the world has helped us to craft a system that does just that. Uh, you'll see that product launching to market in Q4. And we believe it will
provide the underpinning, not only of secure identity management systems in areas like law, but also in financial services and ultimately in government and other, other
important areas like blockchain. We had important growing relationships with organizations that are developing the future of automation, whether it's in smart cars uh, or smart
cities. And that, and our work in identity has also led us into blockchain.

David Williams (00:17:20):
Uh, Arqit's co-founders, many of them, have been involved since the very, very beginning of blockchain technology. Well before, uh, the Nakamoto paper on Bitcoin. And we



do have fundamental belief that blockchain technology has an important role to play in the world in a number of areas. Most obviously, in those areas where multiple parties
need to keep the same records, but also in financial payments. We observed that central banks have increasingly been making statements about the importance of what are
known as central bank digital currencies. These are governments simply embracing blockchain technology for the future of money, and we believe that's going to happen, but
there is one fundamental problem and that's the blockchain technology uses public key cryptography to sign its transactions.

David Williams (00:18:09):

Those encryption schemes are fundamentally quantum broken. There can be no doubt that they are compromised and that, that is almost certainly happening in this decade. So
it's highly unwise for anyone to contemplate putting significant value or importance onto a blockchain system, if we know that that compromise is universal and eminent. The
prospect of using upgraded public key cryptography, what are known as post quantum algorithms is also in our opinion preposterous. These algorithms achieve a slightly higher
level of security, simply by becoming much, much larger.

David Williams (00:18:49):

Like many software systems, blockchain most acutely is very sensitive to things like latency and block size. And we put some research out recently, which demonstrates that
such algorithms are 1,400 times the processing cycles of Arqit's technology. Therefore, we do have a fundamentally important role to play in the future of blockchain. And we
intend to do that not only with central bank digital currencies, but also we believe that a number of commercial organizations are likely to issue their own versions of such
currencies and Arqit intends to play an important role in building such systems. Thank you, Nick.
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David Williams (00:19:35):

So I want to dive down into the detail now of explaining to you how the traction that we have with customers turns into cash. Um, our product is the same wherever we go.
Ultimately, it's just 200 lines of code that sits on any device and with infinite group sizes and infinite key refresh rates, creates keys that are zero trust and unbreakable. The
product is the same wherever we go.

PART 1 OF 4 ENDS [00:20:04]

David Williams (00:20:03):
There are, however, three different ways for a customer to buy it. Firstly, we have channel partners, sometimes called distributors. They take the product from Arqit, they
guarantee to pay for it, and they, they then sell it to their enterprise or government customers.

David Williams (00:20:21):

Secondly, in national security in defense, our customers there, for various important reasons, want to buy private instance. This is in fact how government organizations and
defense buy cloud services. So a private instance sold from Argit directly to a defense department is a very important method of selling. Finally, the way we believe that
ultimately Arqit scales its business to the highest level is by making its product available in the cloud. So I'll now give you some more worked examples of each of these three.

David Williams (00:20:57):

Channel partners are obviously to us very keen, not only to use the product, but to secure some element of exclusivity. I'm still surprised that after some 30 years of being a
salesman, I've learned that Arqit customers don't say no to us. When we engage in a deep dive with the customer, the customer progresses to a contract of some form. It's
obvious to us that customers recognize that this technology is wildly important. And we are seeing that channel partners want to lock in a degree of exclusivity.

David Williams (00:21:35):

We're okay with that as long as it doesn't retard the growth of the business, because we think that it's important to show our stakeholders that we've got long-term revenues
baked into what the company does. We think that gives all of our stakeholders, whether it's our employees, our customers or our shareholders, confidence in the future of the
company. So with channel partners, we do enter into deals where they typically take limited exclusivity. It could be in a territory or it could be a sector. In return for that, they
guarantee to pay us a minimum amount of revenue.

David Williams (00:22:11):

So a channel partner in an average sized country might typically pay us a million dollars a year in the first year rising to $20 million in the fifth year. That gives us a guaranteed
backbone of revenue ramping up over a five-year period. That company will now look to take the product to market and sell it in as high a volume as possible to its enterprise
customers.

David Williams (00:22:39):

If we look at a typical telecommunications company in an average sized country, we'll see that such a telco might have one million enterprise customers. And when we look at
the average deal size for an average enterprise customer, we see that that channel partner only in fact needs to sign 34 enterprise customers in order to fully satisfy his minimum
revenue guarantee in year five.
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David Williams (00:23:08):

So if a telco has a million customers and he only needs to sign 34 to hit that minimum revenue guarantee, we feel that we can have very high confidence that this commercial
strategy is likely to exceed our own hopes and targets. You can do the math yourself. We're targeting initially partners in 30 NATO allied countries. If we're successful in doing
that, we would bake in over $600 million of annual revenue by year five. As we'll show on subsequent slides, the entire revenue target for the company in year five is just $660
million.

David Williams (00:23:52):

So this commercial strategy with distribution partners or channel partners is very important in baking in revenues that we think can take us to that target. But that's not the only
way that we can do it. On the next slide, we talk about the private instance. We learned from our defense customers that whilst they understand that the Arqit technology is
everything that we say it is, that it can create compelling strategic advantage for them and that, most importantly, Arqit itself can never know the keys that it creates, there is one
problem that Arqit can't solve, and that's that a defense department customer wants to have physical control of its security infrastructure, because in a time of war, the possibility
of a kinetic attack has to be defended. And Arqit can't do that.



David Williams (00:24:45):

So for that reason, our defense customers want an end-to-end private instance of our technology, and we created a version of that tech that we currently call FQS, which stands
for the Federated Quantum System. Under this commercial methodology, we deliver to the defense department customer an end-to-end turnkey version of our technology,
which includes a satellite launched in orbit, optical ground receivers, QuantumCloud software in the data centers, end point software for all of their devices, ongoing
commissioning support, training and software upgrades.

David Williams (00:25:23):

Critically, that technology also is interoperable with the FQS systems of other allied countries. It's important that an, an American fighter jet can talk to a British fighter jet. The
Brits and the Americans can have their own FQS systems, but they can also be rendered interoperable. This is an incredibly important feature of delivering on the future promise
of the joint all demand command and control strategy. And we believe that Arqit alone is the only company in the world that can deliver this.

David Williams (00:25:55):

Typically, one FQS private instance will generate total revenues of about $25 million per annum, net of basic hardware costs about $90 million of net revenue per annum. So
again, if we imagine success in selling just one private instance to each of our 30 target NATO allied countries, that would deliver revenues well in excess of our $660 million a
year five targets.

David Williams (00:26:22):

We've already announced at the G7 that not only has the UK signed the first contract to pursue an FQS project but six other countries, uh, have now joined with them. And I
have high confidence that you will see other countries joining that FQS project during the course of the next few months. We are very confident about the progress that we're
making, particularly in the United States of America.
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David Williams (00:26:52):

On the next slide, we explain how the cloud delivered version of our product works. Ultimately, we want any company of any size in any accredited country anywhere in the
world to simply buy, contract, download, pay for, use the software in the cloud. The scale of, of use is very broad, but we have decided that the entry level for this services is as
little as $25 a month and it rises to tens of millions of dollars a month.

David Williams (00:27:26):

The way, the way we bridge that gap is by pricing in a three- dimensional grid. So the three elements that determine the revenue from a customer ... Number one, how many ... to
protect. Secondly, what's the key refresh rate? How often do our customers want to refresh their keys? Thirdly, what's the group size? How many devices which to communicate
together? When we factor in those three elements, we get a total number of keys that the customer will use and be billed for. And that's ultimately how we determine the revenue
per customer, but also we start with small volumes of keys. And then we encourage customers to, to increase their group sizes and to increase the key refresh rates. And that's
how customers transition from smaller revenues to larger revenues.

David Williams (00:28:37):

This is how ultimately we think the Arqit business can grow to very high scale. I think I've shown you that with our channel partnership strategy and with our government direct
strategy, we expect to be able to show you very solid underpinning for that year five revenue forecast. And we expect to deliver confidence to the market that we can achieve
that in the coming quarters. But when the cloud delivered version of this service is launched and begins to grow, that's when I think you can see Arqit's value, uh, really
appreciate very strongly ... Nick.

David Williams (00:29:22):

So we've made a lot of progress since we announced the business combination agreement with Centricus. We told you back in May that we expected to launch the
QuantumCloud software live by the end of December. We tested it in the second quarter, and we actually launched it live in July. So we beat our own target by two quarters.
And release version one has now, or, uh, is in the process of being shipped to the first 20 customers who are in the process of developing, testing and integrating it into their own
systems.

David Williams (00:29:56):

We've actually issued our first live service invoice, uh, to customers. And so we are confident they're generating, uh, the anticipated levels of revenue in Q4. As I've said, we
continue to, uh, file for new patents, uh, and we took it up by 30% during the period. We announced a cohort of new customer contracts, and you should expect to see more
announcements from Arqit in the coming weeks. So how does all this turn into the cash that you need to see to generate a handsome return on your investments? Well
QuantumCloud is the perfect example of an infinitely scalable business model. With just 200 lines of code, it works on any device, a tiny device or a large device. There is no
device that QuantumCloud does not work on. We can sell this in theory to all and any customer in the world. We choose to limit ourselves at the moment to NATO allied
countries, but that might change in future.
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David Williams (00:31:05):

The revenues that we've predicted are, in my opinion, highly cautious by reference to the target portion of our own addressable market. And we've shown you that we can
achieve those year five numbers even if we were to undershoot our own expectations quite dramatically. But at just that level of revenue, the profit margins are extremely high
with gross margins of over 90%. The expenses are, uh, quite scalable. Uh, the invention process, uh, of the last five years has delivered a product which we believe is near
perfect. But of course, we will want to find new applications for our keys and always be looking for new sources of growth.

David Williams (00:31:52):
So when we talk about R&D, we're not really talking about reinventing our technology. We're talking about developing, um, added value applications that can take us up the
value curve and generate perhaps higher revenues or new revenues through things like blockchain, for example.

David Williams (00:32:10):

Our sales and marketing expense will ramp up in line with the size of the customer base. Uh, but the G&A costs are not expected to change very dramatically. So I believe that
these forecasts are prudent, cautious and achievable. I think we've demonstrated with $130 million of committed and signed contracts from blue chip companies that this is not
one of those hidden hope companies that is dangling the hope of, uh, great profits in future. We have a live product in the market today being embraced and welcomed publicly



by some of the most important tech companies and governments in the world. The revenues are ramping up, and I think these forecasts should give you reason for cautious
optimism.

David Williams (00:32:59):

We have an interesting view of competition. There are companies that provide excellent services with on-premises, uh, end point technology today and there are companies that
do some really interesting things in cybersecurity and the cloud. But everyone's technology has to be baselined on strong encryption. And as I showed you earlier, public key
cryptography is fatally compromised. And the solutions that the world has been working on are, by reference to the direct quotes of the American Government, "Not going to be
universally viable in a short period of time."

David Williams (00:33:34):

So we have the ultimate problem statement. Everyone wants a new solution, and Arqit uniquely has it. So we don't believe that we are deeply competitive with any other or any
significant cohort of cybersecurity companies. We believe that the companies that provide rich value added services up at the top, uh, portion of the Venn diagram are great
target partners for us. We believe that we can help the companies that have made their money from on-premise solutions to migrate to a new form of cloud cybersecurity.

David Williams (00:34:08):

So we deliberately choose to take a non-confrontational approach to competition. We believe that any cybersecurity company in the world is a company that we want to consider
working with and partnering with. We believe that we can make any company's products and service better. And we want to be seen as a good and strong corporate citizen in
helping the entire cybersecurity world to move on and inject new levels of security into what everything that they currently do and everything that could be improved to become
in the future. So for that reason, you will see initiatives from us in the coming quarters about elements of our technology, which may become in future open-source but certainly
standardized.
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David Williams (00:34:54):
Thank you, Nick ... So now I'll ask Garth to explain how we came up with a transaction rationale.

Garth Richie (00:35:07):

Yeah, so, um, let me just talk a bit about, uh, valuation. But before, um, I talk about valuation, I just want to, uh, reassure, uh, you, what we as, as, um, Centricus brought, uh,
for you as, as investors or potential investors is, uh, we did a significant due diligence on, uh, the technology. We employed experts, um, and we interrogated, uh, some of the
early investors, um, who had also interrogated the technology like the UK Space Agency and Innovation UK and a number of other people that had backed this company, um, at
an early stage.

Garth Richie (00:35:48):

We then also took it upon ourselves, um, to have a look at the contract, um, and talk to the customers. Uh, we spent significant time and diligence on those ensuring that they are
what they say they are. And then we've taken our time obviously doing a background check on David and his management team and ensuring whether we feel that we could
recommend the deal to you, um, uh, as our investors, that this was a competent management team that would be able to with, uh, withstand the scrutiny of the public markets
and could actually cope with the hyper growth that we expect this company to generate.

Garth Richie (00:36:21):

Um, obviously we have unanimously recommended this to you, and therefore, they passed with flying colors. Um, furthermore, what we then have to do is we have to put
together, um, a, a dissertation, for want of a better word, which we submit to the SEC. Um, as you know, I think quite justifiably, the SEC has been scrutinizing SPAC
transactions and, and deals where you have reasonably young, um, growth companies with, um, future growth priced into them, uh, and had a long look at them.

Garth Richie (00:36:51):

We were, um, assured by, um, our legal counsel, um, as well as David's legal counsel that this would be a very arduous process. Um, I'm comfortable to, to let you know that
actually the SEC we feel did a great job, that they had a look at our submission, which we think was incredibly robust where we described pricing, valuation. Um, we talked
about the, uh, the technology, about the contracts and the, and all of the other variables that we thought were resilient. And we got through reasonably quickly with only one set
of questions, which is unusual, um, according to those that, that live in the space. Um, you don't have to just take my word for it.

Garth Richie (00:37:31):

So I suppose at the end of the day, once you've decided that you've got a great company, um, and the company will withstand, uh, the scrutiny of the public markets and trade
well in the public markets, um, one has to think about valuation. So in order to get a base for where you get valuation, what we did is we used public market data. Uh, we used
2025 projective financials and valuations based on, on revenue growth, EBITDA margins and a group of things just there in the market.
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Garth Richie (00:37:59):

And we took companies which we felt would be in the genre of Arqit. And then, uh, we had, we ended up coming up with a price on the slide of 11 1/2 billion was the top end,
and 8.2 billion was the bottom end. And then obviously we believe that the market is discounting the probability of 2025 earnings, but this is where, uh, the market price is in
today.

Garth Richie (00:38:23):

What we then did is we said, "Okay, what we would probably do is we need to discount that back for four years," and we used the discount rate of 20%. Um, we then arrived at a
new, um, average, which was the difference between 5.5 billion and four billion. And what we did then is we took the middle of that and we said, "Okay, now what discount do
we apply to that such that we can be sure, um, that we're gonna be creating value for, for you, our shareholders."

Garth Richie (00:38:54):

And obviously, um, you know, you end, you end up in a collective bargaining process with management. We think management, uh, David and his board were, and, and his VC
partners, were incredibly adult and, and listened to us. Um, you know, there was obviously a, a, an arm wrestle what went into deep into the night, but we agreed that we felt that
a billion pre-money was roughly right.



Garth Richie (00:39:16):

However, we then went further and said, uh, once we'd agreed on, uh, on a billion dollars, uh, pre-money, which you can see is a significant discount, we then said, "Look,
David, we think that, uh, given that the growth that you will see and that we can see, we think that valuation should actually be at 900 million." And what we would do is on
behalf of our shareholders, we would negotiate that and we would have an earn-out, that once the share price reached, um, 25% premium, um, and traded therefore at least 20
days in any 30, that what, that would happen is we would dilute ourselves and we'd give you back that 100 million in terms of valuation. Others would issue shares to you at
$10.

Garth Richie (00:39:54):
Um, and thereby, we've aligned ourselves to everybody. Um, what the sponsors have done as well is they've locked

PART 2 OF 4 ENDS [00:40:04]

Garth Richie (00:40:03):
Themselves up on the same terms, um, that, uh, uh, as the earnout we're all aligned. And furthermore, I would say to you that in terms of the sponsorship, um, Manfredi
Lefebvre, who is, um, our chairman, um, and who runs the Heritage Group, uh, has injected $50 million, um, into the pipe to cornerstone this transaction.

Garth Richie (00:40:21):

So therefore, you see that, that certainly we, we backed this with our money. Um, we backed it by saying that we'll lock ourselves up. We've done incredible due diligence on
the company. Um, we feel, you know, very comfortable in recommending this to you, our shareholders, and we're happy to take any questions. Um, thank you very much for
your time.
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John Yi (00:40:45):

Thank you, Garth. Ladies and gentlemen, at this time, as a reminder, if you'd like to ask a question, please submit your inquiry via the chat function. Again, if you have any
questions you'd like to ask, please submit your inquiry via the chat function. David, our first question is, how do you feel about the minimum cash closing condition?

David Williams (00:41:06):
Ah, that's an interesting question. Well, one of the reasons for doing, uh, this SPAC transaction was that we felt that being a public company would deliver fantastic
transparency to our customers.

David Williams (00:41:21):
Um, when you have transformational technology as we do, and to be clear, we firmly believe that Arqit has invented the most important cybersecurity technology of its
generation, uh, it's really important that customers understand that that technology has been validated.

David Williams (00:41:39):
So as a public company, we're able to share information about our customers, about our use cases, and the market can understand that that information has been carefully
scrutinized. So the transparency of what we're doing is very important.

David Williams (00:41:54):
It's also really important that this company has a very strong balance sheet. So the transparency isn't, on its own, enough. We want to make sure that all of our stakeholders
clearly understand that this company has overwhelmingly, uh, enough capital.

David Williams (00:42:10):
Uh, we didn't want to be solely reliant on just one or maybe two very large investors. Because this technology has national security implications, it is important that the company
has a diversified, uh, ownership base.

David Williams (00:42:25):

So for all of those reasons, the SPAC transaction was important. And I think the, the $150 million sort of minimum cash balance that we've suggested is, is the right number. It's
the amount of money that tells all of our stakeholders that this is a well-capitalized company and enables us to have, uh, a really nice public life, uh, knowing that we, uh, are
never likely to face, uh, cash flow problems in future.

David Williams (00:42:50):
So, um, the most important things about this transaction are the marketing and promotional benefits that we get from being a public company and getting, uh, the transparency
of all of our innovations across to the largest audience as quickly as possible.

Garth Richie (00:43:09):
I would, I would just add to that that, um, with respect to the minimum cash threshold, uh, the directors of Centricus Acquisition Corp, um, um, have that, have the ability to
waive that condition. Um, I think that, uh, we will, the, the directors led by our chairman, uh, Manfredi Lefebvre, will, um, always act in the best interest of shareholders.
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Garth Richie (00:43:31):

Uh, in order to ascertain where and why, um, how we think that we will obviously continue to do, um, an adverse material, um, test, in other words, seeing whether anything had
changed, um, since we aw- anything into, um, the public domain, one. Two, um, the going concern test is, is something else. But I think that, you know, we take it very
seriously, what our fiduciary duty is, and we will act in the best interest of our shareholders.

John Yi (00:44:00):
Perfect. Thank you both for that. Our next question is Argit's public presence is relatively recent, and your technology is described as transformational. What makes you
confident that your technology is everything that you think it is?



David Williams (00:44:17):

Ah, good question. Well, uh, going back to my last statement, I think, the, um, one of the great benefits of the SPAC transaction is that everything that a public company says
has to be verified as true. Um, very often, you'll see, uh, little startup companies say quite crazy things, uh, on the Internet and make very wild, unverified claims. Um, and even
tech journalists these days don't have the ability to scrutinize those.

David Williams (00:44:46):
When you go into a public market transaction, everything that you say has to be capable of being verified as true. So part of the process of doing this has involved diligence and
verifying all of our statements as true and accurate, and that involved, uh, technical consultants as well as customers.

David Williams (00:45:04):

But ultimately, it's the customers that tell you that. When organizations like British Telecom and Sumitomo and Northrop Grumman and the, the, the, the military organizations
of the six countries that we are working with on FQS, when you see great institutions making really significant, long dated financial commitments to this technology, it's because
they've looked at the technology.

David Williams (00:45:26):
They've seen it. They know it works, and they know it answers huge, uh, problems for them. So ultimately, it's the customers that I think do our communicating for us.

John Yi (00:45:38):

Wonderful, David. We have a technical question next. How are keys delivered to the endpoints? Is that using classical cryptography?

David Williams (00:45:48):
Um, so the, the innovation is in two parts. So we have devised a completely novel quantum protocol, uh, which uses a variation of, uh, what's called the decoy state. Uh, and that
puts the, uh, quantum keys into the data centers in the first place. So a brand new satellite quantum protocol that Arqit invented and patented puts keys into data centers.
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David Williams (00:46:18):

And the ability to put the same keys into every data center in the world, in a manner which is provably secure and global and scalable, is utterly unique to Argit. There is, I am
100% certain, no other organization in the world that can do that. But that's just part of the journey. We regard that as an ingredient in the creation of the product, not the product
itself.

David Williams (00:46:45):
Uh, the end point software that is downloaded onto any form of device, when two or more devices wish to create a secure key to protect their communications, they talk to
different parts of the Arqit cloud, which means they go and visit different data centers. And those data center effectively give the end point devices some clues.

David Williams (00:47:09):
So the end point devices get clues that are derived from shared keys in the data centers. The end point devices take those clues, and they're able, through a very novel and
creative process, to create locally brand new symmetric encryption keys, and it just so happens that those keys are created simultaneously, and they're identical.

David Williams (00:47:33):
So keys are never distributed to end points. They're created end points. And even if you are able to compromise every part of the cloud network, you would still not learn the
composition of the end point key. That's how we're able to describe this product as trustless.

David Williams (00:47:53):
So keys are never distributed. They are created locally through a process of moderation that's done by multiple data centers. Complicated answer, but I, but I hope it addresses
the question.

John Yi (00:48:06):
That's very helpful, David. Um, shifting gears, we have another question here. How were you able to procure such a robust slate of commercial enterprise and government
customers? Do you foresee Argit gaining more traction in one sector versus the other?

David Williams (00:48:22):
So, um, we, we only started selling in earnest in the middle of last year, and frankly, we, we really didn't know how it was going to go. We, we felt that we had very important
technology, um, and we knew we had important, um, uh, uh, or, or very respected, influential people working with us. But we, we didn't know how it was going to go.

David Williams (00:48:45):
Um, we were s- slightly surprised, certainly delighted, at the reaction that we got. Um, with only two salespeople, of which one is me, uh, we managed to build a backlog of over
$130 million of binding revenue commitments.
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David Williams (00:49:02):

Now, uh, we are in the process of scaling up our sales and marketing effort. Uh, we've certainly increased the scale of the pipeline in the last few months, um, and we have very
high levels of confidence that you're going to see more, uh, channel partners like BT signing and a- and announcing contracts, and you're going to see more government
customers signing announcing contracts, uh, for versions of FQS.

David Williams (00:49:31):

Um, I've got to be careful what I say about national security relevant technologies, but I believe, uh, that it, it is true that Arqit has solved the security layer problem in joint all-
domain command and control. When you're the only company in the world that can solve the fundamental holdback in the most important data strategy of the defense
organizations of America and the rest of the NATO countries, you know that your technology is going to be in high demand.



David Williams (00:50:05):
And that's why we've seen so many defense systems integrators and service providers joining our project in the last few months. And yes, I believe you will see more
announcements. So I think it is very likely that you're going to see when we next report, the, uh, the contract value and the pipeline value escalating very rapidly.

David Williams (00:50:25):

We are certainly experiencing excellent sales and marketing traction right now, and it helps that we can ship the software today. If there's a customer on the phone today, and
he's the right kind of customer, phone us up. Tell us who you are, and we can ship the software. That's an incredibly powerful, uh, advantage for us, that customers don't have to
wait. Uh, so, yes. Sales and marketing traction has certainly exceeded my own expectations.

John Yi (00:50:51):

That's wonderful, David. Um, ladies and gentlemen, just as a reminder, if you'd like to ask a question, please submit your inquiry via the chat function.

John Yi (00:50:59):
Uh, David, in the spirit of, uh, just customers, are each of the G7 countries expected to sign on to a $25 million per year, uh, million dollar per year FQS deal? Or with, or will
the G7 FQS be one $25 million deal split between all of them?

David Williams (00:51:16):

Um, the, the basis of the FQS contract is that each government department can have its own private instance. And for that, we charge $25 million a year as a basic fee, and there
are value adds on top of that. So, uh, yes. Each of our major government customers is invited to purchase its own private instance of the technology, and the price of that begins
at $25 million a year per, per customer, per country.
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John Yi (00:51:43):

That's helpful. And the next question is, of the $130 million contracts that have been secured, can you share how this builds by year? Um, for example, how much your revenue
forecasts are de-risked for each year out to 2025?

David Williams (00:51:58):
Yes. So if you look back on the slides later where we describe the distribution, uh, partner, the channel partner strategy, and FQS in particular, that's how we de-risk our
revenues. So, uh, channel partners are typically committing to a ramp up, where they might only pay a million bucks in the first year, but it rises to 20 million bucks in year five.

David Williams (00:52:20):
But what we're seeing is that the average enterprise customer contract on its own is worth about a million dollars. So if a channel partner just signs up three or four enterprise
customers in the first year, he's smashed his target by 400%. So we regard those sort of entry commitments as just minimums.

David Williams (00:52:40):

And we do think that whilst it adds a nice backbone of revenue to our forecasts in an upward sloping curve, it's also likely that that curve will flatten because our channel
partners are likely to, uh, have faster success in selling the product. And we ourselves have seen, in our own efforts to sell to certain enterprise customers directly, that that's very
likely to be the outcome.

David Williams (00:53:05):
Um, FQS, uh, is a really interesting way of baking in, uh, revenues. Because we're charging that $25 million in year one through year seven, uh, that's how we ultimately put
earlier, uh, revenue, uh, achievement ahead of forecast into our P&L, I think.

David Williams (00:53:26):

I think if we're successful in turning these early stage contracts from the exploratory to the firm, then suddenly, you can find that our revenue forecasts are looking very
unchallenging. So a combination of the service providers exceeding their targets and us having success in converting FQS to binding contracts is, I think, how we delight our
shareholders in the early years.

David Williams (00:53:51):
But ultimately, this is about generating, uh, that hyperscale that some great technology companies have achieved over the years, uh, which is by selling the product in the cloud.
When you've got a simple product, and sometimes I think of us as the Google of cybersecurity, because we're just an algorithm.

David Williams (00:54:10):
Yes, there's some complex tech in the stack. Yes, there are data centers. Yes, there are satellites. But the product that we sell our customers is just an algorithm. It's 200 lines of
code that's downloaded onto any device.

David Williams (00:54:24):
So for that reason, I believe this company can be scalable at the very highest level, and that's ultimately how we will generate the most compelling returns. So I think a
combination of risk reduction through channel partnerships and early FQS sales, and then delighting shareholders on the upside through the cloud strategy.
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John Yi (00:54:45):
That's very helpful. Um, the next question is, with only two satellites backing the technology in 2023, could the whole system be knocked offline by an enemy taking out those
two satellites?

David Williams (00:54:58):
No. That's not possible. So the, um, the two satellites that we're launching, uh, build up a buffer supply of keys in the data centers, and that buffer supply of keys could have its
life extended to last potentially a couple of years.



David Williams (00:55:15):
Now, it will only take us a year to build a replacement satellite, so even if, uh, uh, the... And to be clear, we only need two satellites to create two quadrillion end point keys per
annum, which is a huge amount of keys. I don't think we're ever likely to use, uh, more than two quadrillion keys per year. Uh, certainly not in the next five years.

David Williams (00:55:37):
Um, but to create those keys, we only need the root source of keys that are created by two satellites. Those two satellites most certainly, um, are enough. And even if we lost
both of those satellites, the buffer stock of root source keys would last long enough to launch replacement satellites. So that, that risk is 100% mitigated and fully addressed.

John Yi (00:56:03):

That is fascinating. Um, our next question is, for the $130 million signed contracts, under what conditions could the customers pull out of those?

David Williams (00:56:15):
Um, every contract that any of us ever signs has certain performance obligations. When you buy, uh, a car, uh, the car has to work. Otherwise, you don't have to pay for it.

David Williams (00:56:25):
And thus it is with our technology. The technology has to work, so there are service specifications there. Um, and if we fail to deliver working product, then the customer is
relieved of his obligations to pay. Um, but those are very standard obligations that you see in all and any contracts.

David Williams (00:56:45):
Um, we will never report in our, uh, um, uh, documents, uh, contracts as binding if they're not binding. These contracts are binding commitments on the parts of the customers to
buy service.

John Yi (00:57:02):

Wonderful. The next inquiry is, for handheld devices such as smartphones, is the Arqit QuantumCloud product delivered through an app?
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David Williams (00:57:12):
The Arqit software can be delivered in, in two ways. It can be white labeled and therefore built into the software of the service provider, so the end customer simply never
knows that he's using Arqit, because the software is built into these, in, in, into the, uh, the application that he's using from that service provider.

David Williams (00:57:35):
Um, and we've learnt that the time taken to do the key creation process is equivalent to the time taken to do, uh, public key cryptography. So there's, there's latency of about 420,
um, seconds of latency in PKI, and it's about the same as Arqit. So the customer would never notice any difference.

David Williams (00:57:56):

Um, the, uh, the alternative, and, and, and we're thinking about this, is whether we actually put the, uh, the key creation process, uh, under the control of customers and actually
launch our own app. Um, right now, I don't think we're going to do that, uh, in the next year or so, because we've got so many major corporations who want to, uh, incorporate
our software into their systems and bundle it. So for the moment, I think it's mainly going to be bundling.

John Yi (00:58:30):
That's helpful, David. Um, as a friendly reminder to the audience, if you'd like to ask a question, please submit your inquiry via the chat function. David, the next question is,
does QuantumCloud include a platform that customers log into to see the analytics, etc.? Is there a way for potential investors to review this platform?

David Williams (00:58:49):
Yeah. There is a, there is most certainly a console, um, so customers that sign, uh, contracts with us, uh, have access to a console, uh, which shows them how the keys are being
created, in what scale, in what volume, and what their price is, and what their costs are on a moment by moment basis.

David Williams (00:59:11):
Um, it's an interesting idea to show investors, um, a version of that, and I think perhaps what we'll do is create a video, uh, which shows a worked example of the con- of the, of
the console in process. So we'll, we'll take that under advis- under advisement, and we'll work on preparing that presentation for, uh, for shareholders to take a look at.

John Yi (00:59:34):
Wonderful.

David Williams (00:59:35):

I see there's a question on central bank digital currencies come through, which I'm also really interested in. Um, uh, we are, for our sins, super interested in blockchain, but
we've also always been, uh, a little bit wary of the problems of blockchain. Uh, so I was very excited when I saw, uh, central banks start to talk about using central bank digital
currencies. I felt that that was a big unlock moment where the world was starting to get excited about using blockchain technology

GMT20210818-170028 Recording (Completed 08/18/21) Page 18 of 24
Transcript by Rev.com

This transcript was exported on Aug 19, 2021 - view latest versiorhere.
PART 3 OF 4 ENDS [01:00:04]

David Williams (01:00:03):

Uh, and the answer to the question is yes, we are already working, um, in quite a serious way with a couple of organizations on the creation of such uh, systems. There's one
government that we're working very closely with, uh, on an early stage version of such a project. And they’ve entirely bought off on the idea that there's no point building a

central bank digital currency, unless you can solve the cryptography problem. And Argit has most certainly solved that. But I also think that there are some big corporations,
which for example, have very loyal customer basis or very loyal shareholding basis, uh, who want to be in touch with the company, who want to be kept up to date, uh, who
want to understand what's going on and who, who want their loyalty to be rewarded.



David Williams (01:00:58):

So in the same way that we've seen for decades, big companies offer loyalty schemes. I think the future of loyalty schemes for big leisure companies and retail companies is
almost certainly through a form of cryptocurrency. And I think as long as those technologies can clear all of the regulatory and legal hurdles, I think there's a really strong and
interesting opportunity to be partnering with big leisure and retail companies in building cryptocurrencies that their customers can use to receive benefits and rewards, to redeem
those for products and services, uh, and possibly to be used for other purposes.

David Williams (01:01:35):

So, um, I'm very interested in that technology. I'm super interested by how much money Arqit could potentially make for its shareholders by being at the heart of the creation of
such a project. We're gonna be careful to make sure that everything is done in the right way, but I do sense that the wind has changed on this subject. And then we're gonna see
some major adoption of that sort of technology very soon.

John Yi (01:02:00):

Got it. That's helpful. Are there any technolo- technological barriers currently to the full Arqit vision being achieved?

David Williams (01:02:08):

Um, absolutely not. No. Um, in, in the four and a half years that we spent investing, um, we confronted the very biggest problems in encryption and we know for certain that
we've solved those problems in a way that no one else is even vaguely close to. Uh, the first big problem was how do you solve a problem that we call global versus trustless?
And you can go to our website and see some papers where we explain what that problem means. Um, until you solve the global versus trustless problem, any attempt to do
satellite quantum key distribution is entirely futile and pointless. You will never get a customer to buy your product if you have not solved the global versus trustless problem.
And with the creation of a patented quantum algorithm called ARC 19, Arqit alone in the world has solved that problem. Uh, but we weren't happy to say, here's a business that
can put keys in data centers.

David Williams (01:03:05):

We wanted to go on and translate the benefit of those keys to the end points. And that's why we created a technology that is called currently DSCC. We must get our marketing
people to come out with a jazzier brand name, but DSCC is the end point software whereby the end point keys are created. Those technologies are all done. We've implemented
them. We put the software into the market, we've tested it, it works, it works at scale. So uh, there are no technology barriers now to taking this technology to market in full
scale, which we're doing right now. We've been very busy shipping software to 20 customers for the last three or four weeks.
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John Yi (01:03:45):

That's wonderful, David. Um, my next question is, where can we ask technical questions about the Arqit blockchain offering?

David Williams (01:03:51):

Uh, yes. Um, I think we have to be slightly moderate about this. Um, we've got some very confidential projects which are under construction with some very important
customers. Uh, we will be making, I hope some announcements on those projects in the not too distant future. Some of it has already found its way into the public domain, I
think. But we can be very careful and nuanced about it. Um, but particularly in the blockchain community, I think it's really important to note that blockchain is a technology
area that's been developed largely by market participants, who are individuals not so much by, by, you know, big corporations. So I think it's extremely important to pay
attention to the individual market participants in the blockchain community.

David Williams (01:04:38):

And we're working quite hard at the moment on an approach to that community that says we want to be open and collaborative, we want to allow customers to use, uh, both
permissioned and permissionless versions of our technology. We think we can deliver an encryption solution to the decentralized parts of the blockchain community. And we
want to make sure that the technology can be bought by blockchain communities, in such a way that enables them to remain true to their founding principles. So we have a lot of
work to do on that, but we will be starting to communicate that more widely in a couple of months time.

David Williams (01:05:13):

I've got some big characters joining the company from that blockchain community. And we will start to host forum where we begin to explain the nature of the technology and
the elements of it that are open source. So watch this space. We will be beginning to have some town halls and some open forum where we start to share some of the more
important bits of the technology strategy. Of course, if you're a customer with money, phone me up and I'll take your call 24 hours a day.

Garth Richie (01:05:40):
(laughs), that's great David. Uh, we have another question about satellites. Is there a reason why the satellite launch is not until 2023? And is the launch a necessary condition for
the meaningful revenue growth in your forecasts?

David Williams (01:05:55):

The, um, the job creating the root source of keys in data centers is currently being done by an emulated system on the ground. And that emulation is regarded as secure enough.
Um, it's not quantum safe, so it would not withstand attack from a quantum computer, but we don't believe that a universal quantum computer will be here, uh, until around
2025 or six at the earliest. And so, uh, getting our satellites into the sky in 2023 is plenty soon enough. So the creation of the satellites represents an upgrade in security. The
revenue is being generated right now. We've already sent our first service revenue for quantum cloud software.
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David Williams (01:06:39):

So meaningful revenue growth is happening now with customers who say, okay, you're secure- your technology is secure enough, and I get that it will be upgraded in two years’
time, um, and that's good enough for us. So no, the launch of the satellites is not in, in our opinion or the opinion from our customers, the swing factor in generating meaningful
revenue growth.

John Yi (01:07:04):
That's helpful. Taking a step back, David away from the technology, why did you decide to go public via SPAC compared to the traditional IPO?



David Williams (01:07:13):

I just did what my bank has told me to. I'm, I'm just a simple technology guy. Um, we, uh, we went to see Deutsche Bank with whom we'd have, we'd had a, a, a, a, a very long
relationship. We've got some good friends, uh, who are very, uh, eminent and well-respected bankers in that company. Um, and we laid out the problem statement. The problem
statement was, was, was very simple. We've invented the most important cyber security technology of the era. Uh, our balance sheet has to be as good as our technology, and we
want the benefits of transparency that comes from being a public company. We think that when you're trying to explain extremely important transformational technology as a
private company, you make your life harder, uh, when you can do it as a public company, you have the benefit of global PR and the validation and transparency that comes from
good regulation.

David Williams (01:08:08):

And to be clear, uh, we have run public companies before myself and Nick Pointon and David Bestwick have been the directors of significant public companies before. So this
is not our first rodeo. Um, when we explained that to, to, to Deutsche Bank, uh, they immediately told us that they felt the SPAC transaction was best for us. Um, it enables, I, I
love the SPAC transaction. It enables you to make forecasts. You can tell your shareholders what you intend to do. Um, you get to negotiate the deal, uh, privately. So Garth
and I had a fight over valuation, uh, but we did it, we did it privately. We didn't have to expose ourselves to a road show, uh, on that valuation task. And I think, I, I think, I hope
Garth agrees with me. I think my board was very reasonable in agreeing evaluation, which in retrospect, by comparison with some other SPAC companies looks very low. So
that probably explains to you why Garth was the CEO of Deutsche Bank. He's great at negotiating. Um, but we felt that it was a sensible price to come to the market with. I don't
like the idea of having to fight a market. So I think it's better to come with a sensible valuation rather than a very fanciful, hopeful valuation. I wanna make it clear as well that I
am not selling any shares in this transaction. None of my management team is selling shares in this transaction, um, because we think the value is low and we think we can get it
up a long way. Um, but we felt that the speed, the transparency, the ease of working with a SPAC was good. And when Deutsche Bank introduced us to the Centricus team, we
met Garth, and particularly Manfredi Lefebvre. He's one of the greatest entrepreneurs in recent European history. Um, he's a very modest man. He doesn't, he doesn't come on,
seek a very high media profile, but he's a wildly successful European entrepreneur and one of the most best connected men I know.
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David Williams (01:09:58):

So the idea of working with Garth and Manfredi also seemed fantastic. And, uh, everything that they told us was correct. The transaction happened extremely quickly. Uh, we
went through a very brief process with the SEC. Um, I think the American style of regulation is greatly superior to the British style. Uh, with the SEC, you're told very simply
these are the rules you have to follow, follow these rules and everything will be fine. Um, in, in other regulatory jurisdictions, you are entirely at the whim of what a regulator
might think from day to day. So we had a great process with the SEC, they delivered on all of their targets. They were bang on schedule every single time. Um, it was a very
professionally run process. We've got it... We, we, we got through it quickly. Um, and we ended up here, uh, ahead of my expectations. So, um, uh, I think the bankers were
right to explain that to us.

Garth Richie (01:10:50):
I would just um...

David Williams (01:10:52):
... explained that to us.

Garth Richie (01:10:53):

I would just say that, um, SPAC is you know, one tool, um, in all of, in the toolbox of the capital markets. And I think that what you need to do is you need to be clear that is the
company suited to SPAC transaction. And I think that what happens is, you know, a- a- an IPO, um, a typical growth company IPO, that's been through five or six rounds of, of
VC funding, um, and ma- maybe as in wanting to private equity, gone to a trade sale and then comes to market, is, is fine for some companies. And, um, I think that the skill set
that people that have been in the capital markets have, is potentially identifying companies that can be suited to this transaction.

Garth Richie (01:11:37):

So, you know, I think there's been lots of negative press, um, around SPACs. So, I think that some of it is absolutely justifiable and some isn't, so it, it's not a one fits all, but, uh,
you know, we, um, our partners at, at Centricus and certainly uh, Manfredi and, and, and the banks that, that have advised us, we've all been you know, very confident that Arqit
is a company that would make great use of this tool within the capital market.

John Yi (01:12:07):
That's helpful. Thank you both. Our next question, someone asks, I understand that there isn't another company that is doing exactly what Arqit is doing, but if you had to pick,
who would be the closest competitor?

David Williams (01:12:23):

Um, I guess, I guess if I had to pick a closest competitor, I might say British Telecom. Um, BT, like other telcos, are deploying, uh, quantum encryption techniques in fiber
optic cables. So you could say that deploying quantum encryption in fiber optic cables is a competing technology to Arqit. Maybe that does, uh, change the addressable markets
somewhat. Um, but of course, with fiber optic cable, QKD, all you can do is share keys over a clean fiber spur that's less than about 200 kilometers in length. By the way, if you
ever see a private company making claims that they can do QKD over fiber at long distances, close the browser immediately, it's baloney. Uh, BT will tell you that the physical
limits of fiber QKDH are, are, are most about 200 kilometers.
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David Williams (01:13:20):

So I guess that probably does constrain one part of the addressable market, but, you know, we're working very closely with BT and, and others, uh, because we're the only way
of delivering, of delivering keys on a global basis. So that's the only technology that I think is, it's kind of vaguely competing in some ways, but as I said before, it's really
important that Arqit has a collaborative, uh, uh, framework of thinking with credible companies. And I, and I mean that. There are some, there are some wild claims out there
that I don't like. With credible companies whose technology is verified and diligence, uh, I want Arqit to be very collaborative and very friendly. Um, and we try not to think of
people as competitors, but we, we try and think of everyone as a collaborator.

David Williams (01:14:11):
I love the question I've seen. How did the idea of Arqit originate and, and what drew you to it? Um, I like, I like history stories. Um, when I was running my previous company,
which was a publicly quoted, uh, defend- defense telecommunications business. Um, I spent a lot of time with various defense and intelligence agencies, um, working on



providing secure communications. In fact, I built the Homeland Security network in the United Kingdom in partnership with British Telecom in a previous life. And so I, I think
I was very lucky to come into contact very early with the world's fears about encryption.

David Williams (01:14:52):

So I, I, I wasn't the world's greatest encryption expert in 2017, but I was certainly talking to the people who were, and they were expressing really tangible fears that the threats
that we were facing to encryption were not being addressed. So they could see um, that the technology invented by my co-founder Dr. Taher Elgamal, he was the founding
father of modern cyber security. Taher has been a great mentor to me. He invented SSL. Um, the technology that was invented by a great generation of giants, like Taher, wasn't
designed to protect a hyperconnected network, and we knew we had to do something different. So I, I felt blessed to be exposed to the problem statement very early on.

David Williams (01:15:36):

And I was working with some technologists who had half an inkling of an idea of how one day we might solve that problem. And it felt like a wonderful and ex- and exciting
journey. And, and, and thus it's proven. So it really, for me, comes arou- comes around by being open uh, and, and, to taking advice. I've learned in my business career that uh,
you have to listen to everyone. You have to take advice. You have to factor it into your own thinking. And by listening to experts, uh, I learned that there was a problem, and I
learned that there was a potential solution. Even when many people were telling me four years ago, that the solution that we've now dev- developed was impossible, other people
were, were, were setting lights in the pathway that showed that there were ways that we could create it.

David Williams (01:16:23):

So I was lucky to work with a group of great innovators, um, and somehow through about 400 iterations of our technology, we solved those great problems. So it's always about
the people. It's about trusting the people and listening to the people and bringing together great technologists. All I do is, is I conduct, I bring together great technologists, great
engineers. I give engineers the highest of trust and regard, and I let them do their thing. And, and that's how we achieve something great.
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John Yi (01:16:54):
Very humble of you, David. And I think that's a great place to uh, to conclude. Thank you everyone so much for joining us today. That concludes our Q and A session. David,
I'll pass the mic back to you for any closing remarks.

David Williams (01:17:06):

Thank you very much. And thank you so much, everyone for spending your valuable time with Arqit today. Um, uh, I feel humbled to have been the recipient of so much
support and so much interest by the investor community. And I'm delighted to have found such strong partners, uh, in Centricus and our advisory group of Gateway and
Deutsche Bank and others. Arqit has invented the most important cyber security technology of our era. There is no doubt in our minds. We're seeing the problem statement play
out every single day in the scale of losses that people are experiencing, financial losses and privacy breaches. This is only going to get worse. This problem is not going to go
away. It's going to get worse.

David Williams (01:17:50):
In Arqit, we have created the solution to the problem in every domain, and we're very committed to being a good global corporate citizen and finding ways to bring our
technology to the market for the benefit of our allied governments, enterprises, and citizens. Um, and I hope I can look forward to sharing the journey with you all. Thank you
for your time today.

PART 4 OF 4 ENDS [01:18:20]
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Additional Information

Arqit has filed a proxy statement / prospectus with the SEC on Form F-4 relating to the Transaction, which has been mailed to Centricus’ shareholders. This presentation does
not contain all the information that should be considered concerning the Transaction and is not intended to form the basis of any investment decision or any other decision in
respect of the Transaction. Centricus’ shareholders and other interested persons are advised to read the definitive proxy statement / prospectus and the amendments thereto and
other documents filed in connection with the Transaction, as these materials will contain important information about Argit, Centricus, and the Transaction. The proxy statement
/ prospectus and other relevant materials for the Transaction have been mailed to shareholders of Centricus as of July 26, 2021, the record date established for voting on the
Transaction. Shareholders are also be able to obtain copies of the preliminary proxy statement / prospectus, the definitive proxy statement / prospectus and other documents
filed with the SEC, without charge at the SEC’s website at www.sec.gov, or by directing a request to Arqit at 3 More London, London SE1 2RE or to Centricus at Centricus
Acquisition Corp., Boundary Hall, Cricket Square, PO Box 1093, Grand Cayman KY1-1102, Cayman Islands.

Participants in the Solicitations

Arqit, Centricus and certain of their respective directors, executive officers and other members of management and employees may, under SEC rules, be deemed to be
participants in the solicitation of proxies from Centricus’ shareholders in connection with the proposed transaction. Information about Centricus’ directors and executive officers
and their ownership of Centricus’ securities will be set forth in the proxy statement/prospectus when available. Additional information regarding the participants in the proxy
solicitation and a description of their direct and indirect interests will be included in the proxy statement/prospectus when it becomes available. Shareholders, potential investors
and other interested persons should read the proxy statement/prospectus carefully when it becomes available before making any voting or investment decisions. You may obtain
free copies of these documents from the sources indicated above.

No Offer or Solicitation

This communication does not constitute an offer to sell or the solicitation of an offer to buy any securities, or a solicitation of any vote or approval, nor shall there be any sale of
securities in any jurisdiction in which such offer, solicitation or sale would be unlawful prior to registration or qualification under the securities laws of any such jurisdiction. No
offering of securities shall be made except by means of a prospectus meeting the requirements of section 10 of the Securities Act, or an exemption therefrom.

Caution About Forward-Looking Statements

This communication includes forward-looking statements. These forward-looking statements are based on Arqit’s and Centricus’s expectations and beliefs concerning future
events and involve risks and uncertainties that may cause actual results to differ materially from current expectations. These factors are difficult to predict accurately and may be
beyond Arqit’s and Centricus’s control. Forward-looking statements in this communication or elsewhere speak only as of the date made. New uncertainties and risks arise from
time to time, and it is impossible for Arqit and Centricus to predict these events or how they may affect Arqit and Centricus. Except as required by law, neither Arqit and
Centricus has any duty to, and does not intend to, update or revise the forward-looking statements in this communication or elsewhere after the date this communication is
issued. In light of these risks and uncertainties, investors should keep in mind that results, events or developments discussed in any forward-looking statement made in this
communication may not occur. Uncertainties and risk factors that could affect Arqit’s and Centricus’s future performance and cause results to differ from the forward-looking
statements in this release include, but are not limited to: (i) that the business combination may not be completed in a timely manner or at all, which may adversely affect the



price of Centricus’ securities, (ii) the risk that the business combination may not be completed by Centricus’ business combination deadline and the potential failure to obtain an
extension of the business combination deadline if sought by Centricus, (iii) the failure to satisfy the conditions to the consummation of the business combination, including the
approval of the Business Combination Agreement by the shareholders of Centricus and the satisfaction of the minimum trust account amount following any redemptions by
Centricus’ public shareholders, (iv) the lack of a third-party valuation in determining whether or not to pursue the business combination, (v) the occurrence of any event, change
or other circumstance that could give rise to the termination of the Business Combination Agreement, (vi) the effect of the announcement or pendency of the business
combination on the Company’s business relationships, operating results, and business generally, (vii) risks that the business combination disrupt current plans and operations of
the Company, (viii) the outcome of any legal proceedings that may be instituted against the Company or against Centricus related to the Business Combination Agreement or
the business combination, (ix) the ability to maintain the listing of Centricus’ securities on a national securities exchange, (x) changes in the competitive and regulated industries
in which the Company operates, variations in operating performance across competitors, changes in laws and regulations affecting the Company’s business and changes in the
combined capital structure, (xi) the ability to implement business plans, forecasts, and other expectations after the completion of the business combination, and identify and
realize additional opportunities, (xii) the potential inability of the Company to convert its pipeline or orders in backlog into revenue, (xiii) the potential inability of the Company
to successfully deliver its operational technology which is still in development, (xiv) the potential delay of the commercial launch of the Company’s products, (xv) the risk of
interruption or failure of the Company’s information technology and communications system and (xvi) the enforceability of the Company’s intellectual property.




